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10 When a read operation is encountered, TDL3 zeros out the return buffer on
completion of the I/O operation, and it skips the whole read operation in the event of
a write data request.

When a read operation is encountered, TDL3 zeros out the return buffer on
completion of the I/O operation, and it skips the whole write operation in the event
of a write data request.
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141 The bootkit’s job is done once it has loaded the malicious kernel-mode driver (6 in
Figure 10-4), which implements Olmasco’s rootkit functionality.

The bootkit’s job is done once it has loaded the malicious kernel-mode driver (6 in
Figure 10-3), which implements Olmasco’s rootkit functionality.
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