Errata for *Bug Bounty Bootcamp* (updated to 2nd printing)

Pages xvi and 308: “Cooking sharing” should now read “Cookie sharing”

Page 35: “Web browser” has been updated to “web server” in Figure 3-2 as follows:

![Diagram showing a DNS server, Your browser, and Web server with arrows indicating the flow of information.](image)

*Figure 3-2: A DNS server will translate a domain name to an IP address.*

Page 42: In the second code snippet:

```python
{ "user" : "admin" }
```

should now read:

```python
{ "user_name" : "admin" }
```

Page 135: In the 4th line of code on the page:

```
inurl:redirect_url site:example.com
```

should now read:

```
inurl:redirect_url site:example.com
```

Page 166: The code block has been updated as follows:

```python
def validate_token():
    if (request.csrf_token == session.csrf_token):
        pass
    else:
        throw_error("CSRF token incorrect. Request rejected.")

def process_state_changing_action():
    if request.csrf_token:
        validate_token()
    execute_action()
```
Page 203: The original link for the Damn Vulnerable Web Application has been hijacked. It should now direct to the project’s GitHub page: [https://github.com/digininja/DVWA](https://github.com/digininja/DVWA)

Page 273: The CTF wiki hyperlink has been updated as follows: [https://ctf-wiki.org/pwn/sandbox/python/python-sandbox-escape/](https://ctf-wiki.org/pwn/sandbox/python/python-sandbox-escape/)